Subject: Re: Crimson, throw the towel in
Posted by xptek on Sun, 25 Jun 2006 17:50:42 GMT

View Forum Message <> Reply to Message

Just to clarify, Apgar is a relatively weak and proprietary encryption method from what I've seen.

One solution would be to take the Apgar password the client sends when logging onto WOL and
store it in an MD5 hash. This doesn't really address the possibility of overzealous administrators

sniffing what the clients are sending or modifying the source to log the Apgar password the client
sends, but it's a start.
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